**Měsíční reporting O2 Chytrá škola**

**Prosíme Vás tímto o vyplnění pravidelného reportingu programu O2 Chytrá škola. Tyto informace nám pomáhají sledovat aktuální dění na Vaší škole, zároveň získáváme cennou zpětnou vazbu a můžeme tak program vylepšovat a upravovat. Vyplněný dokument zašlete e-mailem na adresu** **grant@o2chytraskola.cz****, vždy do posledního dne v měsíci.**

**Škola:** **Základní škola Opava, Boženy Němcové 2 - příspěvková organizace**

**IČO:** 70999180

**Vyplnil:** Mgr. Pavla Sitmalidisová, sitmalidisova@zsbnopava.cz, 721 310 494

P**ozn.:** Tento reporting prosím **nevyplňujte** **v lednu a v červnu** 2020. Důvodem je doložení průběžné a závěrečné zprávy v těchto měsících.

|  |
| --- |
| Jaké aktivity jste zrealizovali? (Buďte prosím konkrétní – např. akce, workshopy, školení; kolik vzdělávacích kurzů/přednášek/školení/workshopů jste realizovali a kdo byl přednášejícím/lektorem) * Školení učitelů 2 – Vzdělávací akce pro učitele - **Projekt E-Bezpečí – PhDr. René Szotkowski, Ph.D. -** 12. 11. 2019
* Seznámení učitelů s dosavadním průběhem projektu „O2 Chytrá škola“ – doplnění informací o využívání metodických materiálů „O2 Chytrá škola“ na pracovní poradě učitelů (12. 11. 2019)
* Beseda pro žáky 1 - Vzdělávací akce pro žáky - **Projekt E-Bezpečí – Bc. Pavla Střílková – 6. ročník (6. A, 6. B) – 15. 11. 2019**
* **Umístění propagačních materiálů O2 Chytrá škola na školní nástěnky prevence**
 |
| Jak učitelé pracovali ve výuce s metodikami a podklady, které jsou k dispozici na portálu [www.o2chytraskola.cz](http://www.o2chytraskola.cz/)? Napište prosím vždy název použitých metodik, ve kterém předmětu jste s nimi pracovali a jaké digitální technologie byly využity.* Jak mluvit s dětmi o nástrahách internetu - Metodický rádce pro učitele – využíváno ve **vyučovacím předmětu Informatika – 4. a 5. ročník**
* Bezpečné seznamování online – úvod do tématu - **5. ročník**
* Co můžeš a nemůžeš dělat na internetu + kvíz – **vyučovací předmět Informatika – počítače s připojením k internetu – 4. ročník**
* Téma online bezpečnost – Kyberšikana - **vyučovací předmět Informatika – počítače s připojením k internetu, dataprojektor – 6. B**
* Téma online bezpečnost – Kybergrooming - **vyučovací předmět Informatika – počítače s připojením k internetu, dataprojektor – 5. B**
* Téma počítačová gramotnost - Bezpečné heslo **- vyučovací předmět Informatika – počítače s připojením k internetu, dataprojektor, mobilní telefony -** 8. B
* Téma počítačová gramotnost - Bezpečné heslo **- vyučovací předmět Informatika – počítače s připojením k internetu, dataprojektor –** 4. A
* Téma online bezpečnost – Kyberšikana **- vyučovací předmět Informatika – počítače s připojením k internetu, dataprojektor – 5. B**
* Téma online bezpečnost – video – Na hory **- vyučovací předmět Výchova ke zdraví – 9. B**
 |
| Jak se Vám spolupracuje s Parťákem O2 Chytré školy? (pozn. jde o dobrovolníky z řad zaměstnanců O2, dotaz je určen pouze pro ty školy, které svého Parťáka mají) |
| Jaké aktivity máte naplánované na následující měsíc? Prosíme také o uvedení konkrétních termínů a aktivit v příštím měsíci. * Třídní schůzky – všichni třídní učitelé v rámci třídních schůzek pozvou rodiče na přednášky **Projektu E-Bezpečí**, které pro ně máme naplánovány na leden

Další aktivity s předem stanovenými termíny máme naplánovány až na měsíc leden.* Přednáška pro rodiče I. - Základní informační přednáška o fenoménech spojených s rizikovou komunikací na internetu – **Projekt E-Bezpečí – PhDr. René Szotkowski, Ph.D.**
* Přednáška pro rodiče II. - Základní informační přednáška o fenoménech spojených s rizikovou komunikací na internetu - **Projekt E-Bezpečí – PhDr. René Szotkowski, Ph.D.**
* Beseda pro žáky 2 - Vzdělávací akce pro žáky - **Projekt E-Bezpečí – Bc. Pavla Střílková – 5. ročník (5. A, 5. B) – termín bude upřesněn**
 |

**Děkujeme za vyplnění přehledu.**

Nadace O2